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Abstract :

Bilinear pairings on elliptic curves, a fascinating and impressive field, have revolutionized
modern cryptography by paving the way for new classes of secure and efficient protocols. Thanks
to their unique mathematical properties, these tools have enabled protocols to venture into pre-
viously inaccessible areas, such as identity-based encryption (IBE), aggregate digital signatures,
zero-knowledge proofs (z-SNARKs), and delegation systems. By leveraging the interaction be-
tween additive and multiplicative groups through bilinear functions, pairings provide a powerful
framework for constructing cryptographic primitives with advanced properties, including public
verifiability, data aggregation, and flexible key management. This presentation will explore the
foundations of bilinear pairings, their essential properties, and their transformative impact on
modern cryptography, while highlighting concrete applications that redefine the security and

efficiency of distributed systems.
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